
4 TIPS 
TO 

PREVENT
 CYBER

ATTACKS

Update your software

Always install the latest updates
when available on your tablet,
smart watch, phone and laptop.
This will allow any security
patches to protect your tech. 

Think before you click

Use strong passwords

WIFI Security

Any message or email that
suggests you should reveal your
passwords, important data or card
details, should be treated as a
security risk until 100% proven
otherwise. Don’t click the link!

Do not use the same passwords over
and over again. Match the password
with the level of security required (i.e

Bank vs Cafe Nero). Use multiple
characters and enable two-factor-

authentication (at least). 

Secure and hide your own
connection, do not share the

password to outside sources. Also,
do not just randomly connect to

WIFI when out and about.


